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	Reason for change:
	For PEGC, PCF needs to provide URSP rules with PIN ID as Traffic descriptor.

PIN ID can be provided by AF by using Application guidance for URSP determination, i.e. as service parameter. However, AF deployment is optional.

Personal IoT Network (PIN): A configured and managed group of PIN Element(s) that are able to communicate with each other directly, communicate with each other via PIN Element(s) with Gateway Capability (i.e. PEGC(s)), or use a PEGC to communicate with devices or servers that are outside of the PIN via the 5G network. A PIN includes at least one PEGC and is managed by PIN Element(s) with Management Capability (i.e. PEMC(s)). PIN management may be achieved with the support by an AF if AF is deployed.

Therefore, for the case that no AF is deployed for PIN, how PCF can obtain PIN ID needs to be addressed. 
It is proposed that PEGC can provide PIN ID to PCF by including it in the UE Policy Container during the registration procedure.
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	§5.44.2
- Add description about information for URSP provided by PEGC.


	
	

	Consequences if not approved:
	Unclear about how PCF can determine PIN ID when no AF is deployed.
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For a UE acting as a PEGC registered in the 5GS, the 5GS supports the provisioning of URSP rules that include a PIN ID as Traffic Descriptor. URSP rules with a PIN ID in the Traffic Descriptor are sent to the UE based on the information provided from an AF or from a PEGC for PIN as specified in TS 23.502 [3] and TS 23.503 [45] for policy delivery.
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